How to setup port forwarding on 7700N

Open your web browser and type the address of the Bipac 7700N (http://192.168.1.254) into the
address bar as shown below
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Enter here http://192.168.1.254

Use the username ‘admin’ and the password ‘admin’ and then click on ‘OK’ to login as shown below
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The server 192.168.1.254 at Broadband Router requires a username and
password.

Warning: This server is requesting that your username and password be Username 'admin' and password ‘admin
sent in an insecure manner (basic authentication without a secure 1
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Click on 'Ok’ to login
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Once logged in please click on ‘Advanced Setup >> NAT >> Virtual Servers’ as shown below
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Now click on ‘Add’ as shown below
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NAT -- Virtual Servers Setup

Virtual Server allows you to direct incoming traffic from WAN side (identified by Protocol and External port) to the Internal server with private IP address on the LAN side. The Internal port is required only if the external port needs to be converted to a different port nun
server on the LAN side. A maximum 32 entries can be configured.

\ Server llame \ External Port Start | External Port End | Protocol ]mtemal Port Start } Internal Port End | Server IP Address | WAN Interface | Remove




Now follow these steps

1.

6.

Select ‘Custom Service’ and enter a rule name for your reference

In the ‘Server IP Address’ section enter the IP address of your device that you wish to port
forward too. (for this example we used 192.168.1.100)

In the ‘External Port Start’ enter your starting port range (for this example it will be 5800)
In the ‘External Port End’ enter your ending port range (for this example we enter 5900)
Select the ‘Protocol’ either TCP, UDP or TCP and UDP (for this example we used TCP and
UDP)

Click on ‘Apply’

Screen shot below showing how we have entered the rules.

NAT -- Virtual Servers

Select the service name, and enter the server IP address and click "Apply/Save" to forward IP packets for this service to the specified server. NOTE: The "Internal |
However, if you modify "Internal Port Start”, then "Internal Port End" will be set to the same value as "Internal Port Start".
Remaining number of entries that can be configured:32

Use Interface pppoa_0_0_38/pppoal ~
Service Name:
Select a Service: SelectOne v

@ Custom Service: VNC

Server IP Address:  192.168.1.100

Apply/Save
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Apply/Save

Your rule should now be created as shown below.

NAT -- Virtual Servers Setup

Virtual Server allows you to direct incoming traffic from WAN side (identified by Protocol and External port) to the Internal server with private IP address on the LAN side. The Internal port is required only i the external port needs
server on the LAN side. A maximum 32 entries can be configured.

Server Name | External Port Start | External Port End | Protocol | Internal Port Start | Internal Port End | Server IP Address | WAN Interface | Remove
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