How to setup L2TP with a Biguard S20 and Windows 7 OS.

For this example out Biguard S20 has the default IP address of 192.168.1.254.The

WAN [P is 80.229.71.34.

The remote location (dialling in to the Biguard S20) has the Windows 7 machine on

the network.

Please follow these steps to help you setup a L2TP connection with Windows 7.

Log into your Biguard S20
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Click on “Configuration” >> ‘Advanced’ >> L2TP.

Then click on “Create’
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Now for this example we will use the username ‘test” and password ‘test” as shown in
the screen shot above. | have also set a “Private IP’ for the dial in user, which is
192.168.1.134.

Once you have set your username etc you can click on “‘Create.

Now that the configuration on S20 is complete we can move onto the settings for the
Windows 7 machine.



How to setup L2TP with Windows 7.

Please open “‘Network and Sharing Center’ as shown below.
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Please click on “Set up a new connection or network’ as shown above.

| Choose a connection option

[Connect to the Internet
[Set up a wireless, broadband, or dial-up connection to the Internet.

EE, Set up a new network
<a;, Configure a new router or access point,

Connect to a workplace

Set up a dial-up or VPN connection to your workplace, 4——

;av| Set up a dial-up connection

w® Connect tothe Internet using a dial-up connection.

2]

lick on "Connect to a workplace’

Then click on 'Next'

Click on “Connect to a workplace” and then click on *Next’.



| How do you want to connect?
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Click on “Use my Internet connection’ as shown above.

| Type the Internet address to connect to
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Once done click on 'Next'

Enter the WAN IP of the S20 in the ‘Internet address’ section also select ‘Don’t
connect now; just set it up so I can connect later’.

Then click on “Next’




| Type your user name and password

Password: test

—
[¥iShow characters

User name: test Enter the username and password set in your

S20 L2TP section

[] Remember this password

Domain (optienal):
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Then click on 'Create’

As we used the username ‘test’” and the password ‘test’ in the S20 L2TP section we
will enter the same in username and password sections as shown above.

Then click on ‘Create’

| The connection is ready to use
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Click on ‘Close’

Click on “Close’ as shown above.
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Go into ‘Network and Sharing Center’ and click on ‘Connect to a network’ as shown
above.
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Click on 'Properties’

Open Metwork and Sharing Center

The following box will appear. Right click on your new VPN connection and click on
‘Properties’
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Now click on the “Security’ tab as shown above. Select ‘Layer 2 Tunnelling Protocol
with IPSEC (L2TP/IPSEC) as shown above. Select ‘Optional encryption (connect
even if no encryption)’ in the ‘Data encryption’ section as shown above.

Now click on ‘OK’
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Click on your network icon as shown above, the following box will appear as shown
above.

Click on your VPN connection and click on ‘Connect’ as shown above.
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Make sure your correct username and password
are entered here, should be the same as the 520

L2TP settings
User name: test
Password: ""i
Domain:

[7] Save this user name and password for the following users: .
Now click on'Connect’
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Make sure your username and passwords are correct, and set as the same in the
Biguard S20 L2TP section.

Now click on “‘Connect’
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Shows your VPN connection is 'Connected’

Ping replies from a computer connected to the 520

Now try to ping a device connected to the Biguard S20 which should come back with
replies indicating you have successfully setup a L2TP connection with a Biguard S20.



